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Security excellence delivered 

for safer, smarter Government.

 

Pitney Bowes SendPro®360 is the worlds most 

secure, cloud-based sending, receiving, and smart 

locker management solution. Every SendPro 360 

application meets the following security standards:
  

• FedRAMP Authorized (moderate)

• StateRAMP Authorized (moderate)

• 800-53 Rev. 5 Compliant

• 382 Controls over 17 Families

• CCPA/GDPR Compliant

Security is paramount in the cloud, particularly a Government 

environment. Pitney Bowes continues to invest in achieving the 
highest levels of security certifications and authorizations. 

SendPro 360 is also in process of receiving 

DISA IL-4 Authorization.

What are FedRAMP, StateRAMP, and DISA?

• Government Risk and Authorization Management Programs

• Based on the NIST 800-53 guidelines

What do they do?

• Ensure data and networks are protected

• Reduce duplicative efforts and cost inefficiencies

• Modernize operations by promoting the use of cloud services

How do they work?

• Assess an organizations policies and procedures against 

NIST 800-53 controls

• Maintains a security repository for reuse

• Authorize against a Low, Moderate or High Impact Level

• Require continuous assessment to uphold authorization

Security (Re)Defined
Critical cloud certifications to protect your agency

The future of Government cloud technology is here, 

and it's powered by Pitney Bowes.
 

 
 

Learn more by visiting our Security Trust Center online at: Pb.com/TrustCenter.

SendPro ® 

360

The importance of cloud security 
Cloud security is critical for protecting sensitive data, ensuring regulatory compliance, and 

maintaining the integrity of business operations in an increasingly digital world. Secure, cloud-

based solutions help agencies:

•Achieve Regulatory Compliance 

•Maintain Business Continuity

•Mitigate Cyber Threats

•Scale with Ease

•Access Control & Monitoring

•Become More Cost Effective

SendPro® 360: Unmatched security for every agency. 
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